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	Reason for change:
	This change is to address the misalignment between TS33.501 and TS29.510 with respect to the requirement of a NF having an Oauth2.0 access token before consuming the NRF NFManagement and NFDiscovery services. In the current TS33.501, in clause 13.4.1.1.1, there is misalignment between the text of the call flow and the call flow steps captured in the figure.

Oauth2.0 (NF service consumer) may use the NF registration procedure for registering with the NRF. However, security enhancement on the Oauth2.0 authorization when consuming NRF services is not identified. Furthermore, since Rel-15 and Rel16 are frozen all other enhancements are out of scope.
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*************** Start of Change No. 1 ****************
13.3.1	Authentication and authorization between network functions and the NRF
NRF and NF shall authenticate each other during discovery, registration, and access token request. If the PLMN uses protection at the transport layer as described in clause 13.1, authentication provided by the transport layer protection solution shall be used for mutual authentication of the NRF and NF.
If the PLMN does not use protection at the transport layer, mutual authentication of NRF and NF may be implicit by NDS/IP or physical security (see clause 13.1).
When NRF receives message from unauthenticated NF, NRF shall support error handling, and may send back an error message. The same procedure shall be applied vice versa.
After successful authentication between NRF and NF, the NRF shall decide whether the NF is authorized to perform discovery and registration.
In the non-roaming scenario, the NRF authorizes the Nnrf_NFDiscovery_Request based on the profile of the expected NF/NF service and the type of the NF Service Consumer, as described in clause 4.17.4 of TS 23.502 [8].In the roaming scenario, the NRF of the NF Service Producer shall authorize the Nnrf_NFDiscovery_Request based on the profile of the expected NF/NF Service, the type of the NF Service Consumer and the serving network ID.
If the NRF finds NF Service Consumer is not allowed to discover the expected NF instances(s) as described in clause 4.17.4 of TS 23.502[8], NRF shall support error handling, and may send back an error message.
NOTE 1: void.	
When a NF consumes the Nnrf_NFManagement or the Nnrf_NFDiscovery services accesses any services (i.e. register, discover, or request access token) provided by the NRF, the OAuth 2.0 access token for authorization between the NF and the NRF may be supported. The mechanism for the Oauth2.0 authorization of NRF services is not specified in this document. is not needed.

*************** End of Change No. 1 ****************

*************** Start of Change No. 2 ****************

13.4.1.1	Service access authorization within the PLMN
13.4.1.1.1	OAuth 2.0 roles
OAuth 2.0 roles, as defined in clause 1.1 of RFC 6749 [43], are as follows:
a.	The Network Repository Function (NRF) shall be the OAuth 2.0 Authorization server.
b.	The NF Service Consumer shall be the OAuth 2.0 client.
c.	The NF Service Producer shall be the OAuth 2.0 resource server.

OAuth 2.0 client (NF Service Consumer) registration with the OAuth 2.0 authorization server (NRF)
The NF Service registration procedure, as defined in clause 4.17.1 of TS 23.502 [8], mayshall be used to register the OAuth 2.0 client (NF Service Consumer) with the OAuth 2.0 Authorization server (NRF), as described in clause 2.0 of RFC 6749 [43]. The client id, used during OAuth 2.0 registration, shall be the NF Instance Id of the NF. 
The OAuth 2.0 client can also be registered by other means. 
Also NF Service Consumers which do not use the NF Service registration procedure for OAuth 2.0 client registration as specified above may get an access token from the NRF. 

*************** End of Change No. 2 ****************

